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1) Accessing the CARM Client Portal

To access the CARM Client Portal, individuals must first open the CBSA
webpage, the link to which can be found below:

1. Upon launching the CARM Client
Portal, you will see the CARM Client
Portal home page.

el S Lo a

CARM Client Portal

Services and information Other resources

Onboarding documentation

2. In order to create and/or access your
portal account, go to the Log in to
the CARM Client Portal link under
Services and Information.

Boll Sommment Gowemement
of Canada du Canada n

z Click to change the portal
language if required
CARM Client Portal

Services and information Other resources

Loginto the CARM Client Portal Onboarding documentation

Clickto loginto the
CARM Client Portal

CARM APl Catalogue (Production&R2)  Advance and national rulings

3. Steps for logging in using both
methods are detailed on the
following pages.

Access the CARM Client Portal

Option 1
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3-2. Logging in using an existing GCKey

I - I Government  Gouvernement
of Canada  du Canada

Frequently Asked Questions (FAG)

Home = Sign In f Sign Up

Welcome to GCKey




2) Creating a new GCKey
&

To create a new GCKey, follow the steps below:

1. Click on the Sign Up button. 4. Create your password as per the
a—— specifications provided in the
b S Password Checklist and click the
Continue

Signin

e (required)

Simple Secure Access

access

Create Your Password «Bac

2. If you agree with the Terms and
Conditions of Use after reading, click
the I accept button to continue.

Confiem Your Password. (required)

Ploase seloct Continue o proceed or click Cancel to end the Sign Up process

Date modified 2020-08-01

= GCKey Sign Up Step 1 0f 4 About Transparency News Contact Us

ms and Condii

Terms and Conditions of Use 5. Create your recovery questions and

n return for the Government of Canada providing you with a GCKey, you agree to abide by the foliowing

: .

i st click the Continue button
:

. derstand and accept that yo at all tmes responsible for your GCKey Username.

rd and Recovery Question: swers and Hints. If you suspect that oths have obtained

them, you are responsible for revoking your GCKey and obtaining a new one with a new Username

and Password
« You understand and accept that the Government of Canada can revoke your GCKey for security or

Create Your Recovery Questions, Answers and Hints

tive reasons Your you forget your Password. Plea

jerstand and accept that the Government of Canada disdaims all ability (except in cases of

gross negligence or willful misconc

) in relation to the use of, delivery of or reliance upon the

estion {required)
GCKey service. More details can be found in our Disclaimers

By selecting the | accept button, you are accepting the GCKey Terms and Conditions as stated above e i .,
You can choose 1o not sign up for a GCKey by selecting | decline 1o end this process = very Answer, (rquired)

| accept | decline

My Memorable Person. (required)

My Memoragle Person Hi

3. Create your username as per the
specifications provided in the
Username Checklist and click the
Continue button.

My Memoraie Date (Y'¥YY-MM-0D): (required)

1y Memorabie Date Hint

T D SO 6. Click the Continue button on the
E— confirmation page to finalize the
| e e e process.

Creste Your Ust

(required) Username Checklist

Compiete
= Mmimum § characters

Please select Continue to proceed or click Cancel to end the Sign Up process

GCKey Sign Up Complete

Continuo Ciear Al Gancel Youha

wUOUYAECEEEETOE),

. ) and

= special characters: § % " 7: 1) -'%
18- O

essiully creaied your GCKey e —

' Senvice and felur 1o the Govemment of Canasa onine
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3) Registering for Multi-Factor Authentication

Once you have signed in using either a Sign-In Partner or GCKey, you will
be taken to the multi-factor authentication registration page.

1. On the multi-factor authentication
registration page, enter your email
address in the fields provided:

et neflriion: oo e

Secure Your Account

2. Check the box to indicate that you
have read and that you agree to the
multi-factor authentication privacy
and consent statement.

h will be shared with a third party (2Keys), so they can send you
factor authentication,

ely,
ices Agency will protect your personal information in accordance with
will only be used for sending you the security code by 2Keys

s once the security code is sent, rather your

disclose your

es Agency to dis ersonal email information to 2Keys, and
eed with the MFA registration,

. Canada Bord
« you would like to proc
please check the box above.

Note: As a consequence of withholding the consent, you will not be able to access the commercial portal(s)

3. Check your email for a one-time
passcode. The passcode is a six-digit

Verify Your Login

Your one-time passcode to log in to your Government of Canada
service is:

209449

This email was sent to tcp@tep.tep

4. Enter this passcode in the Security
Code field. Then, click the Submit
button.

T

Enter One-Time Passcode

5. The registration screen will inform
you of successful registration for
multi-factor authentication. If you
click Change MFA email, you will
need to repeat this process. If you
click Continue to CARM Client Portal,
you will be taken to the Terms and
conditions of use page.

MFA Registration Successful

© You have successfully registered for multi-factor authentication

6. Click the Accept Terms button to
continue.

l - I Government  Gouvernoment
of Canada du Canada

Terms and conditions of use

Read the foll

CARM Client Portal Privacy Statement and Terms and Conditions of Use

PRIVACY STATEMENT

rivacy rights, including safeguarding the confidentiaiity of in
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4) Logging in with Multi-Factor Authentication

When you log in to the CCP (using either the Sign-In Partner or GCKey
option), you will be taken to the Multi-factor authentication page.

1. On the Multi-factor authentication
page, click the Continue button to
send the security code to your email
address.

Multi-factor authentication

Retrieve a security code

We will send you a security code to your email address:tcp@tcp.tcp

| Continuel

2. Check your email for the one-time
passcode, which is a six-digit number.

Verify Your Login

Your one-time passcode to log in to your Government of Canada
service is:

974519

This email was sent to tcp@tep.tcp

3. Enter the passcode received via
email in the Security Code field. Click
Submit to continue.

Enter One-Time Passcode

4. If you entered the correct passcode,
the message Multi-factor
authentication successful will be
displayed.

| © Multi-factor authentication successful

Continue to CARM Clent Portal

5. If you click Continue to the CARM
Client Portal, you will first be taken to
a page that shows the Terms and
conditions of use page. Click Accept
terms to continue.

Bel S Semaa

Terms and conditions of use

CARM Client Portal Privacy Statement and Terms and Conditions of Use

PRIVACY STATEMENT

any self-serve functions that allow trade ct




5) Creating your personal profile
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When you first log in to the CCP (using either the Sign-In Partner or GCKey
option), you will be prompted to create your personal profile.

1. Your personal profile contains your

contact details, as well as settings
and preferences.

Create your personal profile

Settings and Preferences

2. Once you have added your personal
information and have identified your
preferences for notifications and
preferred language, you will be
prompted to create security
guestions and answers for
subsequent identity verification
attempts.

Security questions

* Question 1 (required
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